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49 CFR Ch. XII (10–1–07 Edition) § 1540.203 

§ 1540.203 Operator responsibilities. 
(a) Each operator subject to this sub-

part must ensure that each applicant 
described in § 1540.201(a)(4) and (a)(5) 
completes the Security Threat Assess-
ment described in this section. 

(b) Each operator must: 
(1) Authenticate the identity of the 

applicant by— 
(i) Reviewing two forms of identifica-

tion, one of which must be a govern-
ment-issued picture identification; or 

(ii) Other means approved by TSA. 
(2) Submit to TSA a Security Threat 

Assessment application for each appli-
cant that is signed by the applicant 
and that includes: 

(i) Legal name, including first, mid-
dle, and last; any applicable suffix; and 
any other names used previously. 

(ii) Current mailing address, includ-
ing residential address if it differs from 
the current mailing address, and all 
other residential addresses for the pre-
vious five years, and e-mail address, if 
the applicant has an e-mail address. 

(iii) Date and place of birth. 
(iv) Social security number (submis-

sion is voluntary, although failure to 
provide it may delay or prevent com-
pletion of the threat assessment). 

(v) Gender. 
(vi) Country of citizenship, and if 

naturalized in the United States, date 
of naturalization and certificate num-
ber. 

(vii) Alien registration number, if ap-
plicable. 

(viii) The following statement read-
ing: 

Privacy Act Notice: Authority: The authority 
for collecting this information is 49 U.S.C. 
114, 40113, and 49 U.S.C. 5103a. Purpose: This 
information is needed to verify your identity 
and to conduct a Security Threat Assess-
ment to evaluate your suitability for com-
pleting the functions required by this posi-
tion. Failure to furnish your SSN may result 
in delays in processing your application, but 
will not prevent completion of your Security 
Threat Assessment. Furnishing the other in-
formation is also voluntary; however, failure 
to provide it may delay or prevent the com-
pletion of your Security Threat Assessment, 
without which you may not be granted au-
thorization to have unescorted access to air 
cargo subject to TSA security requirements. 
Routine Uses: Routine uses of this informa-
tion include disclosure to TSA contractors 
or other agents who are providing services 
relating to the Security Threat Assessments; 

to appropriate governmental agencies for 
law enforcement or security purposes, or in 
the interests of national security; and to for-
eign and international governmental au-
thorities in accordance with law and inter-
national agreement. For further informa-
tion, please consult DHS/TSA 002 Transpor-
tation Security Threat Assessment System. 

The information I have provided on this 
application is true, complete, and correct to 
the best of my knowledge and belief and is 
provided in good faith. I understand that a 
knowing and willful false statement, or an 
omission of a material fact, on this applica-
tion can be punished by fine or imprison-
ment or both (see section 1001 of Title 18 
United States Code), and may be grounds for 
denial of authorization or in the case of par-
ties regulated under this section, removal of 
authorization to operate under this chapter, 
if applicable. 

(3) Retain the applicant’s signed Se-
curity Threat Assessment application, 
and any communications with TSA re-
garding the applicant’s application, for 
180 days following the end of the appli-
cant’s service to the operator. 

(c) Records under this section may 
include electronic documents with 
electronic signature or other means of 
personal authentication, where accept-
ed by TSA. 

[72 FR 3592, Jan. 25, 2007; 72 FR 14050, Mar. 26, 
2007] 

§ 1540.205 Procedures for security 
threat assessment. 

(a) Contents of security threat assess-
ment. The security threat assessment 
TSA conducts includes an intelligence- 
related check and a final disposition. 

(b) Intelligence-related check. To con-
duct an intelligence-related check, 
TSA completes the following proce-
dures: 

(1) Reviews the applicant information 
required in 49 CFR 1540.203(b); 

(2) Searches domestic and inter-
national Government databases to de-
termine if an applicant meets the re-
quirements of 49 CFR 1540.201(c) or to 
confirm an applicant’s identity; and 

(3) Adjudicates the results in accord-
ance with 49 CFR 1540.201(c). 

(c) Final disposition. Following com-
pletion of the procedures described in 
paragraph (b), the following procedures 
apply, as appropriate: 

(1) TSA serves a Determination of No 
Security Threat on the applicant and 
the operator, if TSA determines that 
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